
 

🛡️ Online Safety for Schools (Years 9–10) 

What’s Covered in 2025 and Beyond 

🔍 Understand Devices 

• Smartphones, Oculus, Horizon World, 18+ Games, VR & AI 

• Your Digital Tattoo and online identity affect your future. 

•  

🌐 Key Concepts 

• Digital Permanence, Screen Time, Stranger Danger 

• GPS & Images, Online Identity, Digital Tattoo 

• Managed vs. Unmanaged Devices 

• Digital Tattoo: Your Online History Matters 

• Digital Permanence & Identity: You Can't Undo Everything 

• Build Clean Online Profiles for Future Success 

•  

⚠️ Risks & Realities 

• Cyber Flashing, Sextortion 

• Student-on-Student Bullying 

• Understand InCel culture, misogyny, and online radicalization, Online Pornography 

• Technology vulnerabilities (GPS, servers) 

• Depersonalisation: What Happens With Apple Devices? 

• Recognise and report sextortion, scams, and deepfakes. 

• Radicalisation, Influencers, and Cancel Culture 

• Emerging Tech: VR, AI, Horizon Worlds 18+ 

• Influencers aren't always positive role models — think critically. 

• Healthy masculinity = empathy, vulnerability, and respect. 

• Watch for manipulation in group chats and DMs. 

• Don’t overshare — scammers and predators use personal data. 

• Foster a positive online presence for universities and employers. 

• Make the Right Choice to Stay Safe — Be Proud of Your Online Brand. 
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